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Survey

Biometrics is:



Challenge

Doing biometrics is
hard; doing great
biometrics is even
harder.



What makes biometrics hard
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What makes biometrics hard

e |tis based on probabilities :



Biometrics

Ok, but what really is
biometrics?



What is was biometrics?

Verification
Face, Fingerprint, Iris
recognition
|dentification
Biometrics

\ PC/Servers
Platforms -<

Edge computing (Embedded)



What is biometrics now??

Identification Face,
Fingerprint,
Verification Iris

Data annotation & cleaning

Latin, Cyrilic, Arabic, Chinese, Thai =0O= OCR
NFC

Document auto-capture

Face auto-capture

Document authenticity check

Biometric friendly UX

Image steganography
>— Anti-counterfeiting

Video injection detection

Data augmentation

Artificial data

Platforms
Data \ /

Biometrics 2.0

\ Liveness

check

Deepfakes

Digital Identity + Onboarding

Object tracking

Re-identification

Video analysis

Action recognition

Age/gender detection

PC / Server

Edge computing

Android
Smartphones —<
IPhone

Web-browser components

Cloud

Active/Semi-Active/Passive
Single/multi frame
Nearby/distant

High/low quality cameras



Example #1

| want to onboard new customers through
my website

Web-browser components
Verification === Face

Platforms <
Latin, Cyrilic, Arabic, Chinese, Thai OCR / e

Document auto-capture Active/Semi-Active/Passive
Biometrics 2.0

Face auto-capture Single/multi frame
Liveness

check
Document authenticity check Digital Identity + Onboarding Nearby

Biometric friendly UX High quality cameras

Image steganography
Anti-counterfeiting

Video injection detection



Example #1 - Challenges

Web-component total size, Auto-capture
done right, Good UX




Example #2

| want to protect a sensitive area from
unwanted persons

Edge Computing

Identification === Face Platforms —<
\ Cloud

Biometrics 2.0

Passive

Object tracking

Video Analysis FHISHESS Multi-frame
check

Re-identification

Distant



Example #1 - Challenges

Real-time on-device computing, Offline
investigation, Person search in ABIS




Our approach

It’s rather complicated...
How do we do it?



We focus on long term vision and build on our experience

e Itisa marathon, not a
sprint

e We build long term
partnerships




We listen and create strong partnerships

e Attention to detall
(errors are rare!)

e Your feedback greatly
helps to adapt
biometrics to your needs




We understand technology and learn about your business

e Building platforms, not
custom solutions

e High-level
understanding of
biometric business case

e Prioritize most
common/important use
cases




Great biometrics

e 20 % science

e 30 % engineering

e 50 % exchangi
with partners ' 2



Thank you

Building a world of
Instant trust. Together.



